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“SOFT POWER 2.0.”: 
TECHNOLOGY OF 21ST CENTURY DIPLOMACY

Abstract

The intensive development of information technologies has contributed to the transformation 
of strategies, technologies, and methods for the implementation of foreign policy courses of 
states and the achievement of their diplomatic goals. The diplomatic technologies have expanded 
to include both classical diplomacy and digital technologies. This article analyzes the features 
of “soft power 2.0” as an instrument of modern diplomacy. “Soft power 2.0.” is considered by 
the author as a modifi cation of the traditional “soft power” strategy, integrating “persuasion 
technologies” with information and communication resources. As practice shows, digital services, 
programs, algorithms can use the actions of users of social networks and imperceptibly, gently 
control them, forming their preferences. 
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Information technologies have a huge 
impact on the specifi cs of the devel-
opment of the political process at all 

levels: from global to municipal. Moreover, 
on the one hand, new technologies for 
managing the socio-political system are 
being developed and used, and on the 
other hand, existing technologies are 
being adapted and transformed into the 
realities of modern life. Thus, the classic 
concepts of «diplomacy» and «soft power» 
are transformed into «digital diplomacy» 
and «soft power 2.0.». It should be noted 
that at the same time, it does not mean 
a complete rejection of the methods of 
traditional diplomacy or of the technology 
of soft power in the sense, in which it was 
understood and developed by Joseph S. 
Nye [6, 7]. A special feature of modern 
international relations is the integration 
and simultaneous use of so-called real and 
digital technologies.

A signifi cant number of works by both 
Russian and foreign researchers have been 
devoted to the specifi cs and problems of 
implementing the concept of soft power. 
We would like to pay special attention to 
the works of Doctor of Historical Sciences, 
prof. M.A. Neymarka, revealing both theo-
retical and methodological aspects and 
applied issues of implementation of «soft 
power» [21, 22, 23, 24]. Doctor of Political 
Sciences, Prof. M.M. Lebedeva has devot-
ed several studies to various problems of 
implementing «soft power»: in her works, 
this concept is considered as an integra-
tion resource in the regional context [12, 
14], higher education is analyzed as one 
of the tools of «soft power» [15, 16], con-
ceptual issues are studied, among which 
the ratio of «soft power» technologies and 
propaganda is important [13]. The works 
of Doctor of Historical Sciences, associate 
Professor O.V. Lebedeva are devoted to 
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transformational processes in the fi eld of 
diplomacy and new trends in diplomatic 
practice, including «digital diplomacy» 
[17, 18, 19]. Problems related to the use 
of information technologies in interna-
tional relations are analyzed in the works 
of Doctor of Historical Sciences, Prof. A.I. 
Smirnova [26, 27, 28, 29].

Among Western researchers, it is nec-
essary to highlight the works of J. Nye 
[6, 7], who owns the authorship of the 
concept of «soft power»; K. Hayden’s re-
search [4], devoted to the specifi cs of the 
implementation of «soft power» technol-
ogy in the context of global politics. The 
problems of «digital diplomacy» and of 
the implementation of the «soft power 
2.0» strategy are also in the focus of atten-
tion of several other Western scientists 
[1, 2, 3, 8]. 

The theoretical-conceptual and ap-
plied issues of implementing the concepts 
of «digital diplomacy» and «soft power 
2.0» are very fruitfully developed by 
scientists and researchers. However, it is 
worth noting that, fi rst, the abundance of 
existing approaches and attempts to de-
termine the essence of these phenomena 
and to identify their specifi cs complicates 
the so-called coordinate system . The 
lack of unity of approaches to the cat-
egories «digital diplomacy», «soft power 
2.0», «web-diplomacy», «diplomacy 2.0.» 
creates a misunderstanding: are these 
diff erent concepts, or should they be con-
sidered synonymous? How do these con-
cepts relate to each other? If the semantic 
content of categories intersects, what is 
their specifi city? Secondly, in the context 
of the combination of classical and digital 
diplomacy technologies, it is necessary, in 
our opinion, to analyze the place and role 
of «soft power 2.0.» technology in the 
tools of modern diplomacy. We propose 
to consider this issue in the present paper.

Diplomacy usually refers to the activi-
ties of government bodies (Foreign Minis-
try, Head of Government, Head of State), 
as well as their representatives abroad to 
implement the tasks of the state’s foreign 
policy. Accordingly, the current tools of 

diplomacy are determined by the foreign 
policy course implemented by the state 
at a specifi c time, at a specifi c stage of 
society’s development.

The current stage of social develop-
ment is described in the categories of 
information and, for some time, digital 
society. An information society is usually 
understood as a social system in which 
information plays a decisive role. In the 
«Strategy for the development of the 
information society in the Russian Fed-
eration for 2017–2030», this concept is 
defi ned as «a society in which information 
and the level of its application and avail-
ability dramatically aff ect the economic 
and socio-cultural conditions of citizens» 
[31]. Some researchers are developing 
the concept of a post-information society, 
which is associated with the transforma-
tion of the nature and quality of informa-
tion and its impact on social reality [20]; 
with the creation of universal humanoid 
intelligence and artificial superintelli-
gence [25]. As for the category «digital 
society», we share the defi nition proposed 
by S.V. Tikhonova and S.M. Frolova. They 
understand it as «a form of social order 
in which all key social connections are 
built using digital Internet communication 
services» [30]. Thus, the key characteristic 
of a digital society is the electronic-digital 
mediation of any social interaction. This 
characteristic is also expressed in interna-
tional relations. Due to qualitative chang-
es in the social order, we are moving from 
classical diplomacy to digital diplomacy.

Under the term «digital diplomacy» we 
understand the broad involvement and use 
of a complex of information and commu-
nication technologies for the implementa-
tion of foreign policy by the state. Thanks 
to digital diplomacy, not only States but 
also other actors are involved in the global 
agenda and in solving global problems (as 
well as in creating several «problems»), 
which contributes to the transformation of 
classical diplomacy based on the classical 
state-centrist model.

One of the effective technologies 
that digital diplomacy «borrowed» from 



43Morozova N.M. “Soft Power 2.0.”: Technology of 21st Century Diplomacy

This is one of the illustrations of tech-
nologies that infl uence the Internet audi-
ence. The importance of such technolo-
gies is growing, as the range of Internet 
users is expanding.

According to the estimates of J. Nye in 
2019, there were about 4 billion people 
online, and in 2020 this fi gure was expect-
ed to increase to 5–6 billion. Facebook 
has more users than the population of 
China and the United States combined. 
In this connection, he concludes that 
«the power of attraction and persuasion 
becomes particularly important» [5]. 
Digital resources must show their ef-
fectiveness in infl uencing and managing 
mass consciousness. 

The «pioneer» and leader in using 
digital resources to achieve foreign policy 
goals are the United States. Describing 
the modern strategy of «soft power 2.0» 
implemented by the government of D. 
Trump, it should be noted that the share 
of «cultural» and «educational» compo-
nents in it is signifi cantly reduced. Be-
tween 2016 and 2019, the United States 
budget used for non-military infl uence 
abroad decreased from 50.3 billion to $ 
39.3 billion (more than 20%) [9, P. 126]. 
Joseph Nye criticized this policy of the 
American government, citing research 
conducted by the Gallup Institute, which 
showed that the share of foreign citizens 
who have a positive attitude to the United 
States under the leadership of D. Trump 
decreased by almost 20% [9, P. 126]. The 
reasons for the reduction of the American 
budget for such projects can be explained 
by the fact that in the period of informa-
tion warfare, according to the American 
expert community, «it makes no sense 
to deal with long-term issues of involve-
ment» [32]. Thus, in the context of the 
American approach, there is a transforma-
tion of the «soft power 2.0» strategy and 
its distancing from the classical concept, 
which will entail a change in the technolo-
gies of its implementation.

Foreign policy doctrinal documents 
of the Russian Federation recognize the 
relevance of the use of information and 

classical diplomacy is «soft power». In the 
traditional sense, the implementation of 
the «soft power» strategy involves ac-
tions to achieve the goal, based on the 
dissemination of the state’s culture, ideol-
ogy and thus the voluntary introduction of 
representatives of other cultures to the 
values of this state, increasing the image 
and attractiveness of the state in the eyes 
of foreign citizens, etc. «Soft power» is 
implemented at a deep value and ideologi-
cal level, addresses historical archetypes 
and activates them, aff ects the collective 
perception, and forms the mood of social 
groups through the use of psychologically 
attractive forms of information presenta-
tion. In the context of digital diplomacy, 
this strategy is «transformed» into «soft 
power 2.0», which is understood as a 
strategy for promoting the interests and 
achieving a set of goals of the state in the 
international arena, including geopolitical 
ones, using information that circulates in 
electronic digital systems, Internet com-
munication services and is focused on the 
needs of foreign audiences.

Among the interactive technologies 
tools of «Soft power 2.0», there are of-
fi cial websites of government authorities 
(especially worth noting are electronic 
resources of foreign ministries, services, 
special Internet portals for communicat-
ing with citizens of the state located 
outside its borders), social networks 
(Facebook, VK, Twitter, etc.), messengers 
(WhatsApp, Telegram, Viber, etc.), blogs 
(Livejournal, Youtube). It should be noted 
that this tool has shown its eff ectiveness. 
For example, during the protest actions in 
Tunisia, Egypt, Libya, Turkey, Russia, Spain, 
and the United States (2009–2013), social 
networks were actively used, where pro-
test moods of public groups were created 
and strengthened purposefully by placing 
specially prepared and selected materi-
als (analytical articles, interviews, etc.). 
Thus, in the countries listed above, Twitter 
was used to consolidate and activate the 
protest masses, which is why the name 
«Twitter revolution» was assigned to the 
events that took place.
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So, soft power 2.0 technologies are 
considered by us as a modern tool of diplo-
macy. Practice shows that digital services, 
programs, and algorithms can use the ac-
tions of users of social networks and im-
perceptibly, gently manage them, forming, 
among other things, their preferences. As 
O.V. Lebedeva notes, «digital intelligence 
can transform and adapt likes and dislikes, 
comments and reposts to the tasks needed 
by politicians, exporting democratic ideas to 
the far corners of the globe» [19]. Thus, soft 
power 2.0 combines persuasion technolo-
gies with communication and information 
resources. Given the dynamics of techno-
logical and digital tools and the emergence 
of new technologies, it can be argued that 
the phenomenon of «Soft Power2.0» in 
the near future, on the one hand, will be-
come increasingly important as part of the 
implementation of a very tangible foreign 
policy course of various countries, and on 
the other hand, will necessitate refi nement 
and expansion of its methods. 

communication technologies. Thus, the 
current Concept of Russian Foreign Policy 
notes that information and communica-
tion methods and technologies used by 
foreign countries to implement their 
foreign policy objectives are an integral 
part of modern world politics [11]. The 
threat of foreign countries implementing 
the Soft power strategy 2.0 is refl ected 
in the Russian Military doctrine of 2014, 
which distinguishes between external and 
internal military threats. The main exter-
nal military dangers include «the use of 
information and communication technolo-
gies for military and political purposes to 
carry out actions... directed against the 
sovereignty, political independence, ter-
ritorial integrity of States...», and internal 
military dangers include «activities aimed 
at infl uencing the population, primarily 
young citizens of the country, to under-
mine historical, spiritual and Patriotic 
traditions in the fi eld of protecting the 
Fatherland» [10].
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